Мошенничество в сети «Интернет»

* Объявление о продаже.

Мошенники, под видом продавца товара, просят оплатить 100% стоимости товара посредством перевода на банковскую карту, но впоследствии покупатель товар не получает;

* Объявления о покупке.

Мошенники, под видом покупателей, просят предоставить реквизиты банковских карт и смс-коды под предлогом перечисления денежных средств за товар, после чего похищают денежные средства с банковских счетов продавца;

* Сообщения от родственников/друзей.

Мошенники, посредством доступа к чужому аккаунту в социальных сетях, под видом родственников или друзей просят перевести денежные средства или сообщить данные банковских карт и смс-кодов, после чего списывают денежные средства с банковских счетов.

Телефонное мошенничество

* От имени сотрудников банков России.

Мошенники, под видом сотрудников банков России, сообщают о несанкционированных списаниях денежных средств с банковских карт или сообщают о необходимости блокировки банковской карты. Просят предоставить смс-коды или скачать мобильное приложение, после чего происходит списание денежных средства с банковских счетов;

* Родственник/друг попал в беду.

Мошенники, посредством смс-сообщений или телефонных звонков, сообщают, что родственник/друг попал в беду и просят перевести денежные средства с целью оказания им помощи. А также мошенники, путём искажения голоса или создания помех при разговоре, под видом родственника/друга просят перечислить денежные средства для решения сложной жизненной ситуации (ДТП, лечение от СОУГО-19);

* От имени директора/началъника/руководителя.

Мошенники, звонят в организации и, представляясь директором/ начальником/руководителем, просят перечислить или передать денежные средства с целью решения рабочих вопросов.